
Compare all SentinelOne offers

Platform Features 

Secure Access, High Availability, EPP Policy Administration,EDR-based incident 
response and threat detection, analytics 

EDR capabilities for SOC 

Remote command line functionality (Windows Powershell, Mac and Linux Bash)* 

Extended storage of EDR telemetry data from 14 to 365 days 

Ability to create custom rules for detection and response based on collected 
telemetry using query language. (STAR) 

Detection of MITER ATT&CK® techniques in collected telemetry 

Ability to use Storyline™ graphical display of all telemetry data collected 

Collect all telemetry (legitimate and malicious) from the endpoint and search using 
query language 

IT operations, information security hygiene 

Detection of application vulnerabilities (Win, Mac) 

Detection of "unknown" devices 

Bluetooth® Control (Win, Mac) 

USB device Control (Win, Mac) 

 Location-Aware Firewall Management (Win, Mac, Linux) 

Basic endpoint protection features 

Offline recovery - in one click, without writing scripts (for Win, Mac) 

Autonomous threat response - blocking and isolation (Win, Mac, Linux) 

Detection of fileless attacks by behavioral artificial intelligence

Protection against file attacks using static artificial intelligence and Sentinel Cloud 

Storyline™ technology in Sentinel standalone agents 

Inventory of applications 

Protection against unauthorized access to the agent 

Incident analysis (chronology, analysis, MITER ATT&CK, ® analyst comments) 

Isolation of the device in the network 

Stand-alone rollback — in one click, without writing scripts (for Win) 


